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CASD :

A non profit consortium :

IT engineers for Infrastructure

R&D engineers

Datascientists

Acquired Expertise in Diverse Fields:

9-year experience in Scientific Research

Expertise in Information Security

Expertise in the design and implementation of Computing Infrastructure

and Data Management

Expertise in Customization and Optimisation of Software for Statistical

Processing



Guarantees

A device recognized by CNIL (n°2014-369) French data protection authority

ISO 27001 Certification (Security of  Information)

ISO 27701 Certification (data protection)

Regular and Independant Security Audits





CASD FOR

Two Modes of Technology Use :

For providing very secure access to external organisations

For internal needs for secure computing for data management and data analyse

Several Needs can be met with CASD technology:

Establish a secured DataRoom for several remote partners

Establish a DataLab accessible to datascientists (Internal or External) to

properly value the data and define « Proofs of Concept »

Secure the Dissemination of Data to external consultants or auditors

Design sensitive applications


